紀錄編號：

**資訊安全事件通報單** 填表日期：　　年 　月　日

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 通告單位： | | 通告者： | | | 通告者E\_mail： | | | | 通告者電話： |
| 發佈時間：　年　月　日　時　分 | | | | | | | 發生時間：　年　月　日　時　分 | | |
| 處理時間：　年　月　日　時　分 | | | | | | | 完成時間：　年　月　日　時　分 | | |
| 事件單編號 |  | | | 影響等級 （說明在第2頁） | | | □4級 □3級 □2級 □1級 | | |
| 事件分類 | □ INT（入侵攻擊）：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ □ DEF（網頁攻擊）：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | | | | | | | | |
| 破壞程度 | □系統當機 □資料庫毀損 □網頁遭篡改 □其他\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | | | | | | | | |
| 事件說明 |  | | | | | | | | |
| 可能影響範圍及損失評估 |  | | | | | | | | |
| 應變措施 |  | | | | | | | | |
| 期望支援項目 | | | | | | | | | |
|  | | | | | | | | | |
| 設備所屬單位 | | | | | | | | | |
| 設備資料：   * + - IP位址(IP Address)：　 (無；可免填) * 設備廠牌、機型： * 作業系統名稱、版本：　 □Windows: ( ) □其它：( ) * 已裝置之安全機制：　　　□防毒軟體 □還原卡 * 處理情況及解決辦法： | | | | | | | | | |
| 設備所屬單位 | | | | | | 資訊安全執行小組 | | | |
| 處理者 | | | 單位主管 | | | 處理者 | | 單位主管 | |
|  | | |  | | |  | |  | |

|  |
| --- |
| 事件影響等級說明  **一**、資訊安全事件依影響等級區分為4個級別，由重至輕分別為「4級」、「3級」、「2級」及 「1級」，第3、4級事件係屬於重大資安事件，教育部各長官需親自督導進度。   1. **4級事件，符合下列任一情形者：**    1. 國家機密資料遭洩漏。    2. 國家重要資訊基礎建設系統或資料遭竄改。    3. 國家重要資訊基礎建設運作影響或系統停頓，無法於可容忍中斷時間內回復正常運作。 2. **3級事件，符合下列任一情形者：** 3. 密級或敏感公務遭洩漏。 4. 核心業務系統或資料遭嚴重竄改。 5. 核心業務運作遭影響或系統停頓，無法於 可容忍中斷時間內回復正常運作。 6. **2級事件，符合下列任一情形者：**    1. 非屬密級或敏感之核心業務資料遭洩漏。    2. 核心業務系統或資料遭輕微竄改。    3. 核心業務運作遭影響或系統效率降低，於可容忍中斷時間內回復正常運作。 7. **1級事件，符合下列任一情形者：**    1. 非核心業務資料遭洩漏。    2. 非核心業務系統或資料遭竄改。    3. 非核心業務運作遭影響或短暫停頓。   **二**、處理時效：  第3、4級為 36小時內處理完成並回報通報單位。  第1、2級為 72小時內處理完成並回報通報單位。 |
|  |